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7KH�JRDO�RI�WKLV�SUHVHQWDWLRQ�LV�WR�GLVFXVV�WKH�H[LVWLQJ�FKDOOHQJHV�RI�PDNLQJ�H[LVWLQJ�GDWDEDVHV�RSHQ�WR�UHVHDUFKHUV��WKH�GHYHORSPHQW�
RI�D�FHQWUDOL]HG�FDWDORJ�WR�LPSURYH�DFFHVV�WR�SXEOLFO\�DYDLODEOH�GDWDEDVHV��DQG�SODQV�WR�GHYHORS�D�SDWK�IRUZDUG�RQ�H[SDQGLQJ�H[LVWLQJ�
publicly available databases.

This presentation will impact the forensic science community by providing researchers with information about current efforts to 

H[SDQG�DFFHVV�WR�ELRPHWULF�GDWDVHWV���7KH�%LRPHWULF�5HVHDUFK�'DWDEDVH�&DWDORJ�ZLOO�SURYLGH�WKH�FRPPXQLW\�ZLWK�D�FHQWUDO�ORFDWLRQ�WR�
obtain information about publicly available biometric data sets to assist technology development efforts.

Biometrics refers to technologies used for the automated recognition of individuals based on their behavioral and biological 

characteristics.1� �7KH�PRVW� FRPPRQO\� XVHG� ELRPHWULF�PRGDOLWLHV� LQFOXGH� ¿QJHUSULQW�� SDOP� SULQW�� LULV�� IDFH�� YRLFH�� DQG� KDQGZULWLQJ���
7RGD\��ELRPHWULFV�DUH�LQFUHDVLQJO\�XVHG�WR�UHFRJQL]H�LQGLYLGXDOV�DQG�UHJXODWH�DFFHVV�WR�LQIRUPDWLRQ��SK\VLFDO�VSDFH��VHUYLFHV��DQG�WR�
cross international borders.2  In forensics, biometrics serve a critical function in helping to identify or verify the identity of an individual 

for crime-solving purposes.  The National Institute of Standards and Technology (NIST) has been actively involved in the testing and 

HYDOXDWLRQ�RI�ELRPHWULFV� WHFKQRORJLHV�� VWDUWLQJ�ZLWK�¿QJHUSULQWV� LQ� WKH�����V�� �7KLV� LQYROYHPHQW�KDV�H[SDQGHG�RYHU� WKH�GHFDGHV� WR�
LQFOXGH�HIIRUWV�LQ�YDULRXV�ELRPHWULF�PRGDOLWLHV�VXFK�DV�¿QJHUSULQWV��SDOP�SULQWV��IDFHV��LULVHV��YRLFHV��DQG�KDQGZULWLQJ��LQFOXGLQJ�WKH�
development of a comprehensive biometric data transmission standard. 

One challenge to the advancement of biometric technology is the development of test data sets.  A number of factors affect the 

appropriateness of a test data set in evaluating a biometric technology, including whether the dataset is representative of:  (1) the subject 

SRSXODWLRQ������WKH�FROOHFWLRQ�HQYLURQPHQW��DQG������WKH�V\VWHP�KDUGZDUH�H[SHFWHG���5HVHDUFKHUV�QHHG�JUHDWHU�DFFHVV�WR�GDWDEDVHV�WR�
further studies on distinctiveness and to advance technologies to improve the accuracy and precision of biometric systems. 

The purpose of this presentation is inform attendees of the development of a catalog of publicly available datasets by the NIST in 

coordination with the National Institute of Justice (NIJ).  Currently, the catalog contains approximately 200 existing publicly available 

datasets of various modalities, includes information about the samples via a detailed taxonomy, and serves as a pointer for researchers 

to obtain access to data supplied by host agencies.  The catalog will be used as a basis for discussion among the biometric community to 

develop a path forward on expanding existing publicly available databases in early 2015. 
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