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G22 Using Photoshop® for Odontology Doesn’t Have to Bite 

David Witzke, BA*, San Diego, CA 92103 

Learning Overview: After attending this presentation, attendees will understand digital imaging concepts and how they should be applied in a forensic 
environment. Attendees will also gain a basic understanding of the tools available in Adobe® Photoshop®, as well as how to apply them when creating 
images for analysis and comparison, and how to discuss the processes in the courtroom.1

Impact on the Forensic Science Community: This presentation will impact the forensic science community by showing the basic concepts and 
guidelines of digital imaging and how to ensure that those concepts are applied properly so another innocent person is not sent to jail because someone 
was using technology improperly. 

In 1979, the Connecticut State Supreme Court was the first court to adopt ground rules for the admissibility of computer-enhanced evidence to safeguard 
the right of defendants to challenge its reliability in accordance with Federal Rules of Evidence 901.2 In its 1979 ruling in American Oil Co. v. Valenti, 
the court stated that there must be “… testimony by a person with some degree of computer expertise, who has sufficient knowledge to be examined 
and cross-examined about the functioning of a computer.”3 It further stated that evidence presented using state-of-the-art computer technology must be 
accompanied by an expert’s explanation of how the process works and must allow for cross-examination on whether the evidence was in any way 
manipulated or altered. The court also adopted the guidelines regarding admissibility of evidence presented via computer-based technology set forth in 
Federal Rules of Evidence 901.2 

In a 2004 case, State of Connecticut v. Alfred Swinton, the Connecticut Supreme Court reiterated the rule that there must be “testimony by a person 
with some degree of computer expertise, who has sufficient knowledge to be examined and cross-examined about the functioning of the computer” but 
also took the opportunity to clarify its 1979 position on the guidelines set forth in Federal Rules of Evidence 901.4

In the Swinton case, the odontologist could not answer basic questions about the technology; he could not explain the process used for creating the 
overlays; and he could not answer whether Adobe® Photoshop® was used in the field by other odontologists. Yet Alfred Swinton was found guilty 
based upon the presentation of evidence (using an overlay created in Adobe® Photoshop®).5   

During the trial, the odontologist testified with “a reasonable medical certainty without any reservation” that the bitemarks on the victim were created 
by Alfred Swinton. However, in an affidavit submitted as part of Swinton’s petition for a new trial, the odontologist recanted his trial testimony. The 
odontologist wrote: “I no longer believe with reasonable medical certainty—or with any degree of certainty—that the marks on Ms. Terry were created 
by Mr. Swinton’s teeth, because of the recent developments in the scientific understanding of bitemark analysis.” After 19 years in prison, Alfred 
Swinton was exonerated and released from prison.   

The information, technology, and techniques demonstrated in this presentation will provide answers to the questions raised in Federal Rules of Evidence 
901 (also known as the “Swinton Six”).6,7   

This presentation will reveal how resolution effects image quality and image size, which influences how images are displayed or printed. It will also 
show how these digital imaging concepts and guidelines ensure the highest level of accuracy and detail when capturing digital images of dental 
impressions and bitemarks.8   

Without this knowledge, it is impossible to create overlays properly for detailed analysis (annotation), comparison, and evaluation. It is equally 
important to recognize the loss of information (degradation of image quality) that can occur when certain file formats are used to store digital images. 
Together, these concepts and guidelines play a significant role in the scientific understanding of bitemark analysis and comparison. 
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