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Learning Overview: After attending this presentation, attendees will better understand the relatively new academic pursuit of forensic intelligence, as 
well as gain insight into how, throughout the history of forensic document examination, laboratories have practically worked with this concept. 

Impact on the Forensic Science Community: This presentation will impact the forensic science community because, ultimately, attendees will take 
away a sense of how they can apply the principles of forensic intelligence into their research and casework. 

Forensic science is simply defined as the application of scientific knowledge to legal matters. Traditionally, the results of forensic analyses are used to 
help resolve criminal investigations; however, with modern advancements, many of the scientific techniques used in forensic analyses are now common 
and necessary parts of investigations in both the private and public domain and can be applied from the earliest moments. 

Intelligence is the end result of the collection and subsequent analysis of information assembled from myriad sources. The purpose of gathering 
intelligence relates directly to the directive or mandate of the organization collecting the information. Worldwide, intelligence-gathering agencies draw 
upon the gamut of their resources in order to render a more complete model during investigations. The use of science and, in particular, forensic science, 
has long been a part of these resources; however, this does not preclude other organizations from employing forensic analyses in the development of 
their intelligence product. 

Forensic intelligence has been defined in the literature as the accurate, timely, and useful product of logically processing forensic case data for 
investigation and intelligence purposes.1 This literature, courtesy of various academic groups working to establish processes and models to exploit 
forensic case data, highlights excellent examples of intelligence derived from the various forensic disciplines.2-7 

Forensic examination of the materials, substances, and objects seized from seemingly random or disparate instances or events may identify links 
between suspects, activities, or items and their involvement in criminal activity. This approach, to look to the collective data generated by these many 
forensic analyses in new ways to discern non-obvious linkages, will bolster our current practices to create better product and ultimately make better, 
more-informed decisions throughout the international law enforcement continuum. Ultimately, a mature forensic intelligence approach may provide 
data prior to an event, particularly in a criminal environment with a serial/recurring component. 

This presentation will introduce the topic of forensic intelligence and establish how forensic document examination, from the earliest times, has 
incorporated these ideas into casework. Further, over the past many years, various data collection tools have been developed by forensic document 
laboratories around the world with the express purpose of providing ways to link disparate casework. This presentation will highlight some examples 
of these tools and how they have been used in forensic document examination, as well as to shine a light on the potential to use these same tools to 
generate data that could input the investigation of other crimes not typically thought of as being in the realm of forensic document examination. 
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